
 

Privacy Disclosures Policy 

 
Safeguarding your data 

Laws protecting user privacy such as the European Economic Area’s General Data Protection 

Regulation and other privacy laws that establish various rights for applicable US-state residents impact 

content publishers, application developers, website visitors, and application users. Currently such 

regulations apply to specific geographic regions, but publishers and application developers often 

implement controls that affect the experience of users in all regions. 

Zoya Ministries is committed to protecting data confidentiality and security. It is important to 

understand your privacy options, whether in the role of a donor or a volunteer. This page provides 

information on data collection and security. 

 

Privacy Policy 

This Privacy Policy includes important information about your personal data, and we encourage you 

to read it carefully. 

 

Welcome 

We provide financial infrastructure for the internet. Individuals and businesses of all sizes use our 

technology and services to facilitate purchases, accept payments, send payouts, and manage online 

businesses. 

This Privacy Policy (“Policy”) describes the Personal Data we collect, how we use and share it, along 

with details on how you can reach out to us with privacy-related inquiries. Additionally, the Policy 

outlines your rights as a data subject and choices you have, including the right to object to certain 

usages of your Personal Data by us. For further information about our privacy practices, including our 

Supplemental U.S. Notice. 

In this Policy, “Zoya”, “we”, “our,” or “us” refers to the Zoya Ministries entity responsible for the 

collection, use, and handling of Personal Data as described in this document. Depending on your 

jurisdiction, the specific entity accountable for your Personal Data might vary.  

https://www.blog.google/topics/google-europe/gdpr-europe-data-protection-rules/
https://www.blog.google/topics/google-europe/gdpr-europe-data-protection-rules/


“Personal Data” refers to any information associated with an identified or identifiable individual, 

which can include data that you provide to us, and we collect about you during your interaction with 

our Services (such as device information, IP address, etc.). 

“Services” refer to the products and services provided by Zoya under the Stripe Services Agreement 

and the Stripe Consumer Terms of Service. This may include devices and applications provided by 

Stripe. Our “Business Services” are services that we provide to entities (“Partners”) that directly and 

indirectly provide us with “End Customer” Personal Data in connection with their own business 

operations and activities. Our “End User Services” are those that provides directly to individuals for 

their personal use. Collectively, we refer to Sites, Business Services, and End User Services as 

“Services.” 

“Financial Partners” are financial institutions, banks, and other partners such as payment method 

acquirers, payout providers, and card networks that we partner with to provide the Services. 

Depending on the context, “you” might be an End Customer, End User, Representative, or Visitor:  

• When you use an End User Service for personal use, such as signing up for Link, we refer to 

you as an “End User.” 

In this Policy, “Transaction Data” refers to data collected and used by Zoya to facilitate transactions 

you request. Some Transaction Data is Personal Data and may include: your name, email address, 

contact number, billing and shipping address, payment method information (like credit or debit card 

number, bank account details, or payment card image chosen by you), merchant and location details, 

amount and date of purchase, and in some instances, information about what was 

purchased/donated. 
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